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ICS Cyber Security
Management System

What is inside:

» |Integrated learning experience with more
advanced content

= Case studies and game sessions

= |CS Cyber Security Audit and Assessment
Workshop (Emergency Response, Network
Management, Risk Assessment, Maturity
Assessment)

= Recommended Practices on ICS Cyber
Security Assurance

= Hands-On Skills
= Lesson Learned




ICS Cyber Security
Management System

Purpose

Develop the professional on ICS Cyber Security
Assurance with proper technical skills, knowledge
and awareness

Training Content

IT and ICS engineering fundamental, cyber
security engineering, real case
implementation, ICS-CS management
system, ICS cyber security audit and
enhancement of ICS environment, boot
camp skills exposure
Detail Syllabus

Please refer to the page 4to 9
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ICS Cyber Security
Management System

Targeted Participants

Instrument & Conftrol Engineer, IT Engineer, SCADA
Engineer, Process Control Domain Engineer,
Network Engineer, IT Security Engineer, Instrument
& Conftrol Project Engineer, IT Security Auditor,
Process Control Domain Auditor

Enroll Now |
Please email us at fedco@fedco.co.id for registration
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Day |

« Computer Engineering
« Network Engineering

« Lab Session

» Lesson Learned “Privacy is not Private
(Anymore)”
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Day 2

* |Industrial Conftrol System (ICS)
Engineering

« Cyber Security Engineering

« Lab Session

« Lesson Learned “Government Eyes are
Watching” — Prism Project (US Govt.)
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Day 3
» |CS Cyber Security Essentials

« |CS Cyber Security Management System
(Part 1)

« Workshop “Introduction to ICS Cyber
Security Assessment”

e Lesson Learned “The Stuxnet — What is
Being Exposed”
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Day 4

« |CS Cyber Security Management System
(Part 2)

« |CS Security Controls

« Workshop “ICS Emergency Response”

« Workshop “ICS Network Management”

« Workshop “ICS Cyber Security Risk
Assessment”
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Day 5

« |CS Security Program Development &
Deployment

« Special Topic

« Workshop “Integrated ICS Cyber Security
Audit and Assessment using CSET Tools”

« Course Wrap Up and Closing




5 days intensive course (Monday - Friday)*
*Group participants can propose their training schedule

Jogjakarta, Bandung, Bali, Jakarta (Indonesia)**
**For International deployment, the fraining location is as per agreed

IDR 29.950.000,-/participant (Indonesian)
USD 2,995/participant (International Participant)

» The fraining price is covering the training module (softcopy provided),

fraining delivery by our Principle ICS Cyber Security Consultant and
Trainer (at the agreed fraining location)

» Accommodation and transportation for participant(s) are excluded from
the training price

» Any other arrangement will be covered in the separate confract
(applies to International deployment)
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Fedco International
BSD City, Indonesia

Call Center : 0889-1-366-366
Email: fedco@fedco.co.id
Website: www.fedco.co.id




